The University’s Electronic Communications Policy (ECP) has carefully crafted controls to assure that private information is not improperly disclosed.  It also has provisions that set parameters for blocking access.  Access may be blocked for specific users when conditions warrant.  Alternately access to services may be blocked to all users.  Section III.E deals with Access Restriction.  The first sentence says:
Eligibility to access or use University electronic communications services or electronic communications resources, when provided, is a privilege accorded at the discretion of the University.  [Emphasis added]

Access to services [plural] is not always provided.  That describes the situation where some services or protocols are blocked.  In the next paragraph:

Restriction of use is subject to established campuswide procedures or, in the absence of such procedures, to the approval of the appropriate Vice Chancellor(s) 

So it appears that by policy, pornography cannot be prohibited in the child care center unless it banned everywhere on campus.  Where the policy could say block, it says restrict. Restriction could be complete blocking or a limitation to a level or intensity that has been determined acceptable to the campus.  
Section V.B SECURITY PRACTICES provides authority and limits for network monitoring:

Network traffic may be inspected to confirm malicious or unauthorized activity that may harm the campus network or devices connected to the network. Such activity shall be limited to the least perusal of contents required to resolve the situation. 

Depending on its nature, inspection can reveal the traffic service, the identity of the user or both.  For inspections that are not targeted at specific users, do not reveal or record identity and that do not reveal or record user application data, ECP procedures related to nonconsensual access do not apply.  SECURITY PRACTICES requires at least a reasonable possibility of harm to the network.  In the case of copyright violation:
· The activity appears to be illegal

· Complaints have been received from aggrieved parties claiming economic harm.

· As required by law, substantial staff resources apply to investigating and resolving the complaints.

The staff members responsible for the operation and maintenance of the network are diverted from assigned duties and that harms the network.

