KnowledgeNet LIVE 

Instructor-Led Training that Brings the Expert to You

Today, you need more than the latest tools and technologies. You need to know how to use them.

That’s why it’s more important than ever to find an e-learning solution that can help you get ahead

without causing you to fall behind.  With KnowledgeNet® LIVE, you’ll attend class sessions right at your desktop or laptop. You’ll learn from expert instructors with years of real-world experience. You’ll receive the freshest course content and highest pass rates in the e-learning industry. And, you’ll enjoy a virtual classroom experience that’s proven, powerful, and highly effective.  KnowledgeNet LIVE is the perfect solution if you can’t leave the office for days at a time, but still want to enjoy the benefits of expert-led instruction. Now you can learn anywhere there’s a computer and a phone at home, work, or even on the road.  LIVE courses include official Cisco curriculum books and guides and related training material in a “kit” that is shipped to you before class.

KnowledgeNet LIVE Program Materials:

Each student is provided with 6 weeks of unlimited 24 x 7 access to a personalized KnowledgeNet CAMPUS. (All KnowledgeNet courses are launched from this personalized Web site that organizes and manages your training experience.) With LIVE, each student receives:

·  Course kit with official Cisco or Microsoft Training Manual

·  Unlimited on-line access to KnowledgeNet LABS

·  Access to a variety of training resources, including career information, certification information, and pre-, post-, and practice exams

·  Cisco or Microsoft documentation or sample software CD-ROMs (where applicable)

·  KnowledgeNet EXPRESS course for off-hour review and make up of LIVE sessions
KnowledgeNet EXPRESS
Available Anytime, Anywhere

Think about it. How much time do you spend on training? Chances are, it’s more time than you

need to. At KnowledgeNet, we understand that your time is valuable. That’s why our KnowledgeNet

EXPRESS® courses let you learn whenever and wherever it’s most convenient for you. From any

desktop or laptop. Twenty-four hours a day, everyday. By blending personalized, pre-recorded expert-led instruction with anytime, anywhere Internet access, KnowledgeNet EXPRESS delivers proven, effective, and

powerful self-paced e-learning.  LIVE courses include official Cisco curriculum books and guides and related training material in a “kit” that is shipped to you before class.  

KnowledgeNet EXPRESS Program Materials:

Each student is provided with 6 weeks of unlimited 24 x 7 access to a personalized KnowledgeNet CAMPUS. (All KnowledgeNet courses are launched from this personalized Web site that organizes and manages your training experience.) With EXPRESS, each student receives:

·  Course kit with official Cisco or Microsoft Training Manual

·  Unlimited on-line access to KnowledgeNet LABS

·  Access to a variety of training resources, including career information, certification information, and pre-, post-, and practice exams

·  Cisco or Microsoft documentation or sample software CD-ROMs (where applicable)

·  KnowledgeNet EXPRESS course for off-hour review and make up of LIVE sessions
KnowledgeNet INTERACTIVE
Flexible Web-Based, Self-Paced e-Learning

Nothing should take you away from the business at hand. Training included. That’s why we created

KnowledgeNet® INTERACTIVE — flexible, Web-based, self-paced e-learning that lets you learn what

you need to know, and stay where you need to be. KnowledgeNet INTERACTIVE provides a truly engaging learning environment. It combines dynamic multimedia with breakthrough instructional design. It brings high quality instruction to you at your desktop anytime, anywhere. It is a powerful, proven next-generation solution that delivers self-paced learning that’s more effective than ever before.

Course Descriptions:

Interconnecting Cisco Network Devices -- Plus (ICND+) 
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Description

The Interconnecting Cisco® Network Devices -- Plus (ICND+) course provides KnowledgeNet students with the knowledge required to install, configure, and troubleshoot Cisco switches and routers in multiprotocol networks. 

This robust course offering also includes the KnowledgeNet INTERACTIVE  course (a $235 value) and KnowledgeNet MENTOR is included (a $195 value). Introduction to Networking is designed to provide a basic understanding of computer network technology. MENTOR is the ideal "online coaching" solution for those professionals who like a little extra instruction and enjoy some additional challenges. 

The ICND Plus course will prepare the student to identify and recommend the best Cisco solutions for small to medium-sized businesses. The course prepares the student for the Cisco Certified Network Associate (CCNA) exam 640-607. 

The key sections covered in this class include: 

· Getting Started with Cisco Networks 

· Interconnecting Cisco Switches 

· Interconnecting Cisco Routers 

· Extending the Network to WANs 
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Audience

The ICND Plus course is designed for network technicians new to Cisco products and services, network administrators responsible for implementing and managing networks, and network support staff that will perform a help desk role in a small to medium-sized company.

The target audiences for this course are as follows: 

· Customers or channel resellers who are new to Cisco products or relatively new to the internetworking industry 

· Network technicians new to Cisco products and services 

· Network administrators responsible for implementing and managing small and medium business networks 

· Network support staff who will perform a help desk role in a medium or enterprise-sized company that has an internal network support escalation staff 

· Network support staff who will act as network device installers and first-line support in a small business environment 

· CCNA candidates 

· CCNP candidates 

Prerequisites

The student should have basic knowledge of data networking. Generally, the student should have a basic understanding of networking concepts and an exposure to IP or IPX networking. Experience working within a networked environment is also recommended. Specific prerequisites include a basic understanding of the following: 

· Commonly used Networking Terminology and Topologies 

· Fundamental Network Device Roles (for example, hub, bridge, router, switch) 

· Internetworking Fundamentals

· LAN Protocols 

· WAN Technologies 

· Bridging and Switching 

· Routed Protocols 

· Routing Protocols 

· Network Management

· Binary and Hexadecimal Numbering (a plus, but not required) 

· The OSI Internetworking Model, including the Functions of: 

· Applications and Upper Layers 

· Physical and Data Link Layers 

· The Network Layer with Path Determination

· Accessing the Internet or an Intranet 

· Using Windows 95/NT/2000 to Run Multiple Applications 
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Designing Cisco Networks (DCN) 



Description

Designing Cisco® Networks (DCN) provides students with the skills needed to design world-class networks for small to medium-sized networks (fewer than 500 nodes). The DCN course takes students through all the steps necessary to design an internetwork that meets a customer's needs for functionality, performance, scalability, and security. Students will begin by learning how to analyze a customer's existing internetwork and determine present and future customer needs. Based on this analysis, each student will design network solutions that include the network topology, LAN and WAN hardware and media, network-layer addressing, routing protocols, software feature provisioning, and a network management strategy. When the design is complete, students will learn how to create and present an internetwork design document to the customer, and then prove to the customer that the design works based on a test or prototype. 

The DCN course is intended to prepare an individual to become a Cisco Certified Design Associate (CCDA). 

Course Overview 

Upon completion of this course, students will be able to: 

· Determine a customer's requirements for network performance, security, capacity, and scalability by characterizing the existing network and extracting new customer requirements. 

· Design a network structure that meets a customer's requirements for network performance, security, capacity, and scalability. 

· Identify how to build a prototype that proves the network design meets a customer's requirements for performance, security, capacity, and scalability. 

· Assemble Cisco product lines into an end-to-end networking solution. 
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Audience

The DCN 2.0 course is intended for systems engineers and network designers who have a working knowledge of internetworking and Cisco products. After completing this course, students may complete the Sylvan® test to become a Cisco Certified Design Associate (CCDA). 

Prerequisites 

Before beginning this course, students should be familiar with all of the internetworking technologies described on the Cisco Connection Training CD. Specifically, they should be able to complete the following tasks before beginning this course: 

· Define networking technology terms, such as LAN, WAN, bridging, switching, protocols, and network management. 

· Explain the operation and implementation of source-route bridging, transparent bridging, and mixed-media bridging. 

· Describe the purpose and operation of routed protocols including Internet protocols, Novell IPX and SAP, AppleTalk, IBM SNA, DECnet, Open Systems Interconnection, Banyan VINES, and Xerox Network Systems. 

· Describe the purpose and operation of routing protocols including RIP, OSPF, IGRP, Enhanced IGRP, BGP, IP multicast, RSVP, NLSP, IBM routing, DECnet routing, and OSI routing. 

· Given a simple network diagram or technical scenario, list the technologies required by each networking device and link, as well as across the network. 

· Given a technical scenario, a simple network diagram, and a list of networking technologies, identify how the listed networking technologies provide the services required by the network. 

Building Cisco Multilayer Switched Networks (BCMSN) 



Description

The Building Cisco® Multilayer Switched Networks (BCMSN) course provides the student with the knowledge and skills to implement campus networks using multilayer switching technologies distributed over a high-speed Ethernet. This course provides information on the ways in which Cisco routing and switching technologies work together within a network environment. Upon completion of this course, the student will know how to deploy the required Cisco products to enable connectivity and manage traffic transport, allow users to obtain membership to multicast groups, and control network traffic by implementing the necessary admission policy at each layer of the network topology.

This course prepares students for the Cisco certification exam 640-504, or Foundation exam 640-509.

The key topics covered in this class include: 

· Overview of a Campus Network 

· Connecting the Switch Block 

· Defining Common Workgroups 

· Managing Redundant Links 

· Facilitating InterVLAN Routing 

· Improving IP Routing Performance with Multilayer Switching 

· Implementing HSRP for Fault Tolerant Routing 

· Multicast Overview 

· Managing High-Bandwidth Broadcasts with IP Multicast 

· Controlling Access in a Campus Network 
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Audience

This course is designed for network administrators with primary responsibility for managing the Cisco switches residing in the network environment. However, because this course is part of the recommended training path for students seeking CCNP or CCIE status, Cisco anticipates the audience will be composed of individuals who perform other network job functions, such as network performance, security, or design.

Prerequisites

The student should be familiar with internetworking fundamentals prior to taking this course. The typical student should also have hands-on experience with basic router and switch configuration tasks, and be able to configure a simple VLAN. In addition, the student should understand the Spanning Tree Protocol, Inter-Switch Link, and Standard access list configurations. Prior to taking this course, the student should complete the Interconnecting Cisco Network Devices (ICND) course.

Managing Cisco Network Security 



Description

Managing Cisco® Network Security (MCNS) is an advanced, solution-oriented course that gives students the knowledge and skills needed to install, configure, operate, manage, and verify Cisco network security products and Cisco IOSTM security features. The course focuses on implementing IP network security. 

Our MCNS course will help students establish a career specialization in building and maintaining Cisco security solutions. This course prepares students for Cisco Career Certification Exam No. 640-442, Managing Cisco Network Security (MCNS). 

Key topics covered in this course include: 

· Identifying network security threats 

· Securing remote dial-in access using CiscoSecure ACS and Cisco IOS AAA software features 

· Protecting Internet access using Cisco perimeter router and a PIXTM Firewall 

· Implementing a secure VPN using IPSecurity features in Cisco IOS software and hardware 
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Audience

This course is designed for students who have achieved Cisco Certified Network Associate (CCNA), have one to two years of experience using Cisco networking products, and want to specialize in building and maintaining Cisco security solutions or are working toward the Cisco Security Specialization. 

The audience for this course includes: 

· Customers or channel resellers who are familiar with the network security industry, yet are new to Cisco network security products 

· Channel resellers who seek to attain Cisco Security Specialization status 

· Network technicians who are new to Cisco network security products and services 

· Network administrators who are responsible for implementing and managing network security with Cisco products 

· Network support staff who will perform a help desk role supporting Cisco network security products in a medium or enterprise-size company that has an internal network escalation staff 

· Network support staff who will install and configure Cisco network security products and provide first-level support in a small business environment 

· Cisco System Engineers and other personnel who need to develop a foundation skill set in implementing Cisco network security products 

· Cisco Security specialization candidates 

Prerequisites 

Students who attend this course should have a basic understanding of networking, Cisco router configuration, hubs, switches, routers, and dial-up network equipment and hold a CCNA certification. Students should also be familiar with general network security terms and concepts such as authentication, encryption technologies, key infrastructure methods, perimeter security systems, and IP Security technologies.

Cisco Secure Virtual Private Network (CSVPN) v2.0 



Description

In this course, you will learn the skills necessary to securely extend your computing environment using VPN solutions. Using the latest VPN technology, such as Cisco VPN Concentrator 3000, PIX Firewalls and Cisco IOS routers, you will learn how to configure VPN connections. This task-oriented course teaches the knowledge and skills needed to describe, configure, verify and manage IPSec features in the Cisco Secure VPN product family, PIX Firewalls and Cisco Routers. 

Upon completion of this course, students will be able to do the following: 

· Identify Cisco Secure VPN products 

· Identify the component IPSec technologies that are implemented in Cisco Secure VPN products 

· Configure and verify the Cisco VPN 3000 family for remote access 

· Install and configure the Cisco Secure 3000 VPN Client 

· Configure and verify IPSec in the Cisco Secure PIX Firewall and in Cisco IOS software on Cisco routers in a site-to-site topology 

· Configure the Cisco IOS and Cisco Secure PIX Firewall for scalability 

This course will prepare students for the Cisco Specialization Exam #9E0-570. 
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Audience

This course is designed for Cisco employees, channel partners, and customers who implement and maintain Cisco Virtual Private Networks. Technicians who are looking to migrate to or establish a Virtual Private Network using Cisco products will benefit from this class, as will technicians preparing for Cisco Specialization Exam #9E0-570. 

Prerequisites 

CSVPN students should have experience configuring Cisco IOS software, CCNA certification or equivalent knowledge, at least 6 months experience configuring Cisco routers and Cisco dialup network equipment, basic knowledge of Windows operating systems and familiarity with networking and security terms and concepts. It is also recommended that students take the Managing Cisco Network Security (MCNS) class before taking CSVPN.

Cisco Secure PIX Firewall Advanced (CSPFA) v2.1 



Description

The Cisco Secure PIX Firewall Advanced (CSPFA) v 2.1 provides the knowledge and skills needed to describe, configure, verify and manage the Firewall product family and firewall features within the IOS Software. 

Upon completion of this course, students will be able to: 

· Identify the features, functions, and benefits of PIX Firewall products 

· Configure AAA on the PIX Firewall 

· Configure access control and content filtering on the PIX Firewall 

· Configure special protocol handling on the PIX Firewall 

· Configure and test failover using the PIX Firewalls 

· Configure authentication proxy with Cisco IOS router 

· Configure site to site VPN utilizing the PIX Firewalls 

This course will help students prepare for Cisco Security Specialization Exam 9E0-571. 
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Audience

This course is designed for technicians who implement and maintain Cisco Secure PIX Firewalls, Cisco Channel Partners who sell, implement and maintain Cisco Secure PIX Firewalls and Cisco System Engineers who support sales of Cisco Secure PIX Firewall and related security product solutions should complete this course. 

Prerequisites 

Students who attend this course should have their Cisco Certified Network Associate (CCNA) certification or the equivalent knowledge. It is also recommended that students are familiar with concepts such as authentication, authorization, encryption (DES, 3DES, RSA, hashing algorithms (MD5/SHA), and DSS), and other IP Security Technologies covered in the Managing Cisco Network Security class.

Cisco Secure Intrusion Detection Systems (CSIDS) 



Description

This course is designed to teach students how to use the Cisco Intrusion Detection System to detect and respond to malicious network attacks. The course covers all CIDS detection platforms including the 4200 series Sensors and the Catalyst 6000 series Intrusion Detection Module (IDSM). The student will learn how to remotely manage CIDS Sensor with Cisco Secure Policy Manager (CSPM) and will learn how to use CSPM to collect and display intrusion data. The student will also learn how to manage alarms, generate alarm reports. The student will learn how to create custom signatures and define intrusion detection signature settings and responses. 

In this course, students will learn from the following objectives: 

· Install and configure Cisco Secure Policy Manager (CSPM) and the CIDS Sensor in multiple network configurations. 

· Use CSPM to centrally manage and configure multiple Sensors. 

· Configure the CIDS Sensor to detect, respond to, and report intrusion activity. 

· Use CSPM to translate intrusion data into intuitive and effective graphical displays. 

· Use the CIDS 's Network Security Database (NSDB) to view signature and network security vulnerability information. 

· Develop and implement customized intrusion detection signatures to respond to intrusion attempts. 

· Configure the CIDS Sensor in Device Management mode to interface with a Cisco IOS router to stop network attacks. 

· Configure the Catalyst 6000 IDS Module (IDSM) and the Catalyst 6000 series switches to perform intrusion detection in multiple VLANs. 

· Use CSPM to generate e-mail notifications when an intrusion is detected. 

· Use CSPM to generate IDS alarm reports. 

This course prepares students for Cisco Exam 9E0-572. 
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Audience

The target audience for this course is as follows: 

· Cisco customers who implement and maintain CIDS 

· Cisco Channel Partners who sell, implement, and maintain CIDS 

· Cisco System Engineers who support sales of CIDS and security product solutions 

· Students looking to achieve the Cisco Security Specialization and prepare for Exam 9E0-572 

Prerequisites

Students who attend this course must hold the Cisco Certified Network Associate (CCNA) certification or equivalent level knowledge; taken the Managing Cisco Network Security (MCNS) course or have a working knowledge of network security; strong user level experience with the Windows operating system and a basic understanding of the UNIX operating system. 

Recommended base training: 

· Interconnecting Cisco Network Devices (ICND) 

· Managing Cisco Network Security (MCNS) 

Cisco Voice Over Frame Relay, ATM, and IP (CVOICE) v3.1 



Description

The primary focus of "Cisco Voice Over Frame Relay, ATM, and IP v3.1" (CVOICE) is to teach Cisco's version of voice technology (VoIP, VoFR, VoATM), and to introduce students to the latest version of Cisco voice transmission over its newest equipment. 

This class prepares students for Cisco Career Certification Exam No. 640-647, Cisco Voice Access (CVOICE). 

Upon completion of the CVOICE course, the student will be able to: 

· Configure Voice over Frame Relay, ATM, or IP using the latest release of Cisco IOSO software (Release 12.0(7)XK or 12.0(7)XK1). 

· Analyze existing voice hardware/software, and select which Cisco multiservice access device (2600, 3600, MC3810, AS5800, or 7200/7500), including CIPT (formerly CCN/Selsius) end-user equipment, would best serve the needs. 

· Given the fundamentals of Voice over IP standards, protocols, and hardware, design and configure a VoIP network using Ciscos version of VoIP including CIPT (formerly CCN/Selsius) equipment. 

· Design, configure, integrate, and optimize an enterprise network in remote branch and regional offices by using integrated access technology that combines voice and data transmission over Frame Relay, ATM, and IP connections, using Ciscos 2600, 3600, MC3810, AS5800, and 7200/7500 access devices, and CIPT client hardware (formerly CCN/Selsius). 

· Given the fundamentals of PBXs, apply the principles and concepts to develop a process for integrating Cisco equipment with PBXs and for replacing PBXs. 

· Appraise existing branch and regional office voice network and services, and choose the optimum transmission method for voice traffic: Frame Relay, ATM, or IP. 
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Audience

This course is designed for students who have achieved Cisco Certified Network Associate (CCNA), and want to specialize in working with Cisco Voice Technology solutions. 

The audience for this course includes: 

· Customers or channel resellers who are familiar with the voice technology industry, yet are new to Cisco Voice Technology products 

· Channel resellers who seek to attain Cisco Voice Technology Specialization status 

· Network technicians who are new to Cisco Voice Technology products and services 

· Network administrators who are responsible for implementing and managing voice and data network devices 

· Network administrators who take requests to add voice and data applications to the network and determine the required router configuration to support the new service 

· Network technicians who perform traffic analyses and determine how to improve voice traffic flow 

· Network support staff who perform a help desk role supporting Cisco Voice Technology products in a medium or enterprise-size company that has an internal network escalation staff 

· Network support staff who install and configure Cisco Voice Technology products and provide first-level support in a small business environment 

· Cisco System Engineers and other personnel who need to develop a foundation skill set in implementing Cisco Voice Technology products 

· Cisco Voice Specialization candidates 

Prerequisites 

Students who attend this course should have a basic understanding of networking, Cisco router configuration, hubs, switches, and dial-up network equipment and hold a CCNA certification. Students should also be familiar with general voice technology concepts and terminology such as call control protocol, roamer registration, and trigger assignment, and have a prior knowledge of telecommunications and voice technology.

Cisco IP Telephony (CIPT) v3.2 



Description

Cisco IP Telephony 3.2 is focused on Cisco CallManager 3.2 and is designed to ensure that you will be able to install, support and maintain a CIPT Solution. Cisco CallManager administration and configuration will be discussed in the class, as well as gateway (H.323 and MGCP) administration and configuration. You will have opportunities to install and configure a Cisco IP Telephony solution and will work with a team to design and build a supported CIPT deployment model. 

After completing this course, you should be able to: 

· Given the components of a Cisco IP telephony (CIPT) solution, identify and describe the CIPT architecture, hardware, and software. 

· Given hardware and software of a CIPT network solution, install one of the three recommended CIPT deployment models. 

· Given a Cisco CallManager server, access the online administration guide to configure CIPT components within Cisco CallManager administration. 

· Given an installed Cisco CallManager server, enable and use the tools in the Cisco CallManager server to troubleshoot the CIPT deployment solutions. 

This course prepares students for the Cisco IP Telephony Exam #9E0-402. 
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Audience

This course is designed for students with a solid background in Cisco networking and Call center environments. Technicians who use or are training to use the Cisco CallManager product or build Cisco architecture would benefit from the training in this class. This course will prepare students for future use with additional data, voice, and video services through Cisco CallManager's open telephony application programming interface. 

Prerequisites 

Students who attend this course should have a basic understanding of networking, Cisco router configuration, hubs, switches, and dial-up network equipment. Students should also be familiar with general voice technology concepts and terminology such as call control protocol, roamer registration, and trigger assignment, and have a prior knowledge of telecommunications and voice technology. KnowledgeNet recommends taking CVOICE or having an equivalent base of knowledge before enrolling in CIPT.

Implementing Cisco QoS (QoS) 



Description

Implementing Cisco QoS details the need for QoS mechanisms in IP networks. This course covers two conceptual QoS models (Integrated Services and Differentiated Services), basic technologies, Classification and Marking, Queuing Mechanisms, Traffic Shaping and Policing, Congestion Avoidance, Link Efficiency, Signaling Mechanisms, MQC, and IP over ATM. Cisco QoS additionally focuses on the DiffServ model. 
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Audience

Implementing Cisco QoS is designed for pre- and post-sales technical engineers responsible for designing, implementing, and/or troubleshooting QoS on a network. It also targeted at those individuals who are working toward their CCIP certification. 

Prerequisites 

Prior to enrolling in QOS, students should possess work experience and configuration skills for Cisco routers and LAN switches. These skills are best demonstrated through the Cisco career certification Cisco Certified Networking Associate (CCNA). Previous exposure to internal routing protocols and LAN/WAN technologies allows the student to fully benefit from the topics discussed in various parts of the curriculum. 

Students should have successfully completed Interconnecting Cisco Network Devices (ICND) and Building Scalable Cisco Internetworks (BSCI).

Cisco Advanced Wireless 
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Description

KnowledgeNet's Cisco Advanced Wireless is a comprehensive technology and product training course for Cisco's Wireless LAN products. The course provides a strong technology foundation by exploring the fundamentals of key radio technologies, including radio frequency (RF) fundamentals, antennas, modulation, and RF standards. With this important introduction, the course then covers the concepts of Wireless Local Area Networks (WLANS) as implemented using Cisco's Aironet 350 series products. WLAN topologies and configurations are covered with strong emphasis on key subjects such as data rate shifting, roaming, association, and authentication. Special attention is paid to security and privacy features that help ensure a secure WLAN implementation. The course also covers the expansion of WLANS to include remote sites or networks through the use of Cisco Aironet 350 Series Wireless Bridge products. 
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Audience

This course is designed for students with a solid background in Wireless LAN (WLAN) environments. Technicians who use or are training to use the Cisco Wireless products would benefit from the training in this class. 

Prerequisites 

There are no prerequisites for this course.

Cisco Introduction to Wireless 
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Description

This course provides basic information on wireless networks and the Cisco Aironet Wireless products.  The course provides a beginner level technology foundation by exploring the fundamentals of wireless Networks, security key radio technologies, including radio frequency (RF) fundamentals, antennas, modulation, and RF standards.

KnowledgeNet's Cisco Advanced Wireless is a comprehensive technology and product-training course for Cisco's Wireless LAN products. With this important introduction, the course then covers the concepts of Wireless Local Area Networks (WLANS) as implemented using Cisco's Aironet 350 series products. WLAN topologies and configurations are covered with strong emphasis on key subjects such as data rate shifting, roaming, association, and authentication. Special attention is paid to security and privacy features that help ensure a secure WLAN implementation. The course also covers the expansion of WLANS to include remote sites or networks through the use of Cisco Aironet 350 Series Wireless Bridge products. 
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Audience

This course is designed for students with a solid background in Wireless LAN (WLAN) environments. Technicians who use or are training to use the Cisco Wireless products would benefit from the training in this class. 

Prerequisites 

There are no prerequisites for this course.

Cisco Introduction to Content Delivery Networking 
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Description

This course provides basic information on CDN.  The course provides a beginner level technology foundation by exploring the fundamentals of CDN.
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Audience

This course is designed for students with a solid background in Cisco LAN environments. Technicians who use or are training to use the Cisco Content Delivery Networking products would benefit from the training in this class. 

Prerequisites 

There are no prerequisites for this course.
